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Kansas Unemployment Insurance Landscape
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Navigating the COVID-19 & Post COVID-19 Kansas UI Landscape:

1. KS UI Fraud Aftermath & Legislative Response

2. KS UI Trust Fund – Impact on SUTA Tax Rates

3. 2021 KS Legislative Summary:  HB 2196

4. KS UI Claims/Fraud Monitoring Continues

5. 2022 KS Legislative Summary:  HB 2703
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Week Ending 01/23/21 Simple Snapshot

4

Top 3 States:

Why Kansas?
• ID theft vulnerabilities within the system prior to Jan. 27, 2021
• Traditional waiting week was temporarily waived
• Kansas was/is a higher value target

• Maximum weekly benefit amounts
• 7/1/21 – 6/30/22: $540
• 7/1/20 – 6/30/21: $503 +$600 = $1,103  and/or  +$300 = $988

• 21st highest weekly max benefit amount
• 7/1/19 – 6/30/20: $488 +$600 = $1,088
• 7/1/18 – 6/30/19: $474



2020 – 2021 KS Unemployment Insurance Timeline
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2020 – 2021 KS Unemployment Insurance Timeline
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2020 – 2021 KS Unemployment Insurance Timeline
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2020 – 2021 KS Unemployment Insurance Timeline
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28 15 7 8

*January 26, 2021 – KS SHRM & UIS Provided Testimony
• KS Senate and KS House Commerce Committees

• $300M - $600M Estimated UI Fraud in Kansas

*

=+ + + 58
Total	Occurrences



KS UI Benefits: Pre–MFA (Identity Verification) 
Solution
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USDOL Reports 82,944 Initial 
KS Claims for W/E 01/23/21



Kansas to Shut down Unemployment Servers | 01/27/21
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MFA Implemented between Jan. 31 – Feb. 2, 2021



KDOL Reports 50,000 Fake UI claims to Feds |  02/23/21

11Source: https://fox4kc.com/news/kansas-turns-over-50000-fake-unemployment-claims-to-federal-investigators/

TOPEKA, Kan. —
The Kansas Department of Labor has 
referred more than 50,000 cases of 
fraud to investigators, and stopped 
payments on another 500,000 cases. 
Those are just cases from January 1, 
2020 through December 31, 2020.

*These 50,000 cases do NOT 
include the avalanche of claims 
submitted in January of 2021.

*No KS updates as of 
April 12, 2022

https://fox4kc.com/news/kansas-turns-over-50000-fake-unemployment-claims-to-federal-investigators/


KS UI Benefits: Post-MFA (Identity Verification) 
Solution
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KS UI Benefits: Pre- VS. Post-MFA 4 Week Comparison
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01/02/2021 – 01/23/2021:
• Average Weekly Kansas Regular UI Benefits:

• $38,203,021

02/13/21 – 03/06/2021:
• Average Weekly Kansas Regular UI Benefits:

• $6,553,096

MFA Implemented between Jan. 31 – Feb. 2, 2021

Decreased by 82.85% with MFA
Average Traditional KS UI Weekly Benefits 



Estimates for Unemployment Fraud in Kansas
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1. KS SHRM / UIS: Est. $300M – $600M (Jan. 2021)

2. KS LPA (Part 1): Est. $600M (Feb. 2021)

3. KS LPA (Part 2): Est. $687M (Aug. 2021)

4. KS Unemployment Compensation Modernization and Improvement Council:
• KS contracted with BKD – CPAs & Advisors for Two (2) Independent Audits 

• IT Security Audit: Preliminary Report due May 1, 2022
• Fraud Audit: $ TBD – Final Report due Sept. 1, 2022

• $200M KS | $400M U.S.
KDOL Response:  $290M

• $140M KS | $150M U.S.

• $344M KS | $343M U.S.
KDOL Response:  $380M Total (High Confidence)

Hayes / Oswald

• Any amount for fraudulent, regular KS UI benefits >$250M will be reimbursed to Trust Fund
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KDOL: Fraud Software Security Updates:  09/13/21

Source:  Periodic KDOL Labor Updates - https://www.dol.ks.gov/top-stories

Bots and fraudulent login attempts stopped between 
2/3/21 and 06/03/21:

7.80M

https://www.dol.ks.gov/top-stories
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Was KDOL Unemployment System Hacked?
…Hirst entered her social security number into the system, but mistyped it — and pulled up 
someone else’s information.

…“I was shocked that I didn’t even have to sign in to a KDOL account to access this page,” 
Hirst told the station. “I Googled it to find it. I Googled, ‘Kansas PUA callback, (and) any 
number you type in that, if they have an account with KDOL, you’re going to bring up that 
person’s information, and right now, KDOL has hundreds of thousands of people in their 
system.”

Meanwhile, the Kelly administration insists the security holes have been filled and that the 
issues are related to outdated equipment — the mainframe computers the Kansas 
unemployment system runs on are more than four decades old — and the Transunion and 
Experian data breaches of a few years ago.

It’s unknown if Hirst was able to accidentally hack the system before or after the State paid 
Accenture over $4 million in consulting fees for PUA and other security consulting services.

Lingering Questions:
1. How long was the page accessible?
2. How many times was this page accessed/used?
3. What lack of internal controls led to this?
4. Who has and had privileges to “un-flag” fraud claims?

1. KDOL staff and/or Accenture contractors?
2. How many contractors were hired and in what capacity?
3. Were appropriate background checks ran on staff and contractors?

5. How many contractors were hire and for what specific tasks?
1. Total #s collectively as well as at high point of contract?

6. Was and/or is there other vulnerabilities in the KS UI IT system?

https://sentinelksmo.org/kelly-admin-pays-accenture-48-per-hour-for-call-center-employees/


Identity Theft  |  Kansas was #1 in 2020 |  04/28/21
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Source:  
https://public.tableau.com/profile/federal.trade.commission#!/vizhome/FraudandI
DTheftMaps/IDTheftbyState

https://public.tableau.com/profile/federal.trade.commission


Identity Theft  |  Kansas was #2 in 2021 |  02/22/22

18Source:  Federal Trade Commission – Consumer Sentinel Network  

https://public.tableau.com/profile/federal.trade.commission#!/vizhome/FraudandIDTheftMaps/IDTheftbyState
https://www.wibw.com/2022/03/15/nationwide-identity-theft-study-shows-kansas-made-second-most-reports-2021/
https://public.tableau.com/app/profile/federal.trade.commission/viz/FraudandIDTheftMaps/AllReportsbyState
https://www.ipx1031.com/id-theft-by-state-2022/
https://www.ftc.gov/system/files/ftc_gov/pdf/CSN%20Annual%20Data%20Book%202021%20Final%20PDF.pdf
https://www.ftc.gov/system/files/documents/reports/consumer-sentinel-network-data-book-2020/csn_annual_data_book_2020.pdf
https://public.tableau.com/app/profile/federal.trade.commission#!/

Quarterly Identity Theft Reports | 2021

ALL Identity Theft Reports | 2021

Q1
Q2 Q3 Q4*MFA live on 

2/2/21

https://public.tableau.com/profile/federal.trade.commission
https://www.ftc.gov/system/files/ftc_gov/pdf/CSN%20Annual%20Data%20Book%202021%20Final%20PDF.pdf
https://www.ftc.gov/system/files/ftc_gov/pdf/CSN%20Annual%20Data%20Book%202021%20Final%20PDF.pdf
https://www.ftc.gov/system/files/ftc_gov/pdf/CSN%20Annual%20Data%20Book%202021%20Final%20PDF.pdf
https://www.ftc.gov/system/files/ftc_gov/pdf/CSN%20Annual%20Data%20Book%202021%20Final%20PDF.pdf
https://www.ftc.gov/system/files/documents/reports/consumer-sentinel-network-data-book-2020/csn_annual_data_book_2020.pdf
https://public.tableau.com/app/profile/federal.trade.commission


ID Theft & UI Fraud in KS |   It could be worse, just barely…

19Source:  Federal Trade Commission
Consumer Sentinel Network

Top 10



20Source:  Federal Trade Commission
Consumer Sentinel Network

Top 10

ID Theft & UI Fraud in KS |   It could be worse, just barely…



Kansas UI Claimants By Industry |   01/18/20 – 01/16/21
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COVID-19 Pandemic in Kansas

03/12/20:  Gov. Kelly declares state of emergency

03/17/20:  Announced K-12 will remain closed

03/24/20:  3 Counties announce stay-at-home order

03/28/20:  Gov. Kelly announces state-wide SAH order

05/03/20:  State-wide SAH order expires

Federal Programs Timeline

Sources:  KDOL LMIS; KS LPA



KS Legislative Post Audits |  Evaluating KDOL’s Response to COVID-19 UI Claims (2 Parts)
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Part 1 – Published: February, 2021

Estimated Unemployment Fraud
Of the roughly $2.6 billion in state and federal unemployment benefits 
paid in Kansas in 2020, we estimated about $600 million (24%) could 
have been fraudulent.

Our fraud estimate is subject to some key assumptions and limitations.

Part 2 – Published: August, 2021



Recommended UI Fraud Audit Focal Points:
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Form 1099-G’s (#s and Total Amounts for Each):
1. Held back by KDOL
2. Sent out by KDOL
3. Returned to KDOL
4. Corrected by KDOL
5. Still outstanding KDOL

Reported Fraud to KDOL:
1. Employees/Claimants
2. Employers

Fraud Analytics:
1. UI claims initiated in foreign countries
2. Suspicious IP addresses
3. Aggregate claimant data with same

a. Address
b. Emails
c. Bank account numbers

4. Suspicious claimants 
a. Too young
b. Too old
c. Deceased
d. Incarcerated
e. Other

5. Suspicious accounts (email, banking, etc.)
6. Suspicious Social Security numbers
7. Unusual timing or location of claim submission

US DOL:
1. Tiger Team finding and recommendations
2. Identity Verifications methods/resources

a. Social Security Administration Cross-match
b. Systematic Alien Verification for Entitlement (SAVE)
c. Incarceration cross-matches

i. local, state, and federal
d. Interstate Connection Network (ICON)

i. duplicate claims filed in other states and under other UI 
programs 

a) Interstate Benefits (IB) Cross-match 
b) State Identification Inquiry (SID) State Claims 
c) Overpayment File, and the IB8606 applications

e. Internet Protocol (IP) Address
f. Data Analytics

i. cross-reference UI claims and identify shared characteristics 
among claims that can be indicators of suspicious or 
fraudulent claims activity.

3. Suspicious Actor Repository (SAR) – see next slide
4. Suspicious E-Mail Domains
5. Foreign IP Addresses
6. Multi State Cross-Match (MSCM)
7. Identity Verification (IDV)
8. IDH Fraud Alert System

Other:
1. New Hire directory cross-match – Claimants
2. Existing employer cross-match



Suspicious Actor Repository (SAR)
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FinCENT Advisory:
1. Fictitious employer-employee fraud
2. Employer-employee collusion fraud
3. Misrepresentation of income fraud
4. Insider fraud - State employees use credentials to inappropriately access or change UI claims, resulting in the approval of unqualified applications, improper payment 

amounts, or movement of UI funds to accounts that are not on the application; or 
5. Identity-related fraud - Filers submit applications for UI payments using stolen or fake identification information to perpetrate an account takeover

Financial Red Flag Indicators Reported to KDOL:
1. Account(s) held at the financial institution receive(s): 

a. UI payments from a state other than the state in which the customer reportedly resides or has previously worked; 
b. Multiple state UI payments within the same disbursement timeframe; 
c. UI payments in the name of a person other than the accountholder, or in the names of multiple unemployment payments recipients; 
d. UI payments and regular work-related earnings, via direct deposit or paper checks; 
e. Numerous deposits or electronic funds transfers (EFTs) that indicate they are UI payments from one or more states to persons other than the accountholder(s); 
f. A higher amount of UI payments in the same timeframe than similarly situated customers received. 

2. Customer withdraws disbursed UI funds in a lump sum by cashier’s checks, by purchasing a prepaid debit card, or by transferring the funds to out-of-state accounts. 
3. Customer’s UI payments are quickly diverted via wire transfer to foreign accounts, particularly to accounts in countries with weak anti-money laundering controls. 
4. Customer receives or sends UI payments to a peer-to-peer (P2P) application or app. The funds are then wired to an overseas account, or withdrawn using a debit 

card, in a manner that is inconsistent with the spending patterns of similarly situated customers. 
5. Individuals quickly withdraw disbursed UI funds via online bill payments addressed to an individual(s), as opposed to businesses, as payee(s), with some individual 

payees receiving multiple online bill paychecks over a short time period. 
6. IP address associated with logins for an account conducting suspected UI-fraud activities does not map to the general location of stated address in identity 

documentation for the customer or where the UI payment originated. 
7. Individuals direct UI-related EFTs, or deposit UI checks into suspected shell/front company accounts, which may be indicative of money mules transferring these 

funds in and out of the accounts. 
8. Multiple accounts receiving UI payments at one or more financial institutions are associated with the same free, web-based email account that may appear in more 

than one UI application. 
9. A newly opened account, or an account that has been inactive for more than thirty days, starts to receive numerous UI deposits. 
10. After a financial institution suspects UI fraud and requests additional identification documentation to verify the identity(ies) of the customer(s), queried individuals 

provide documents that are incorrect or forged, which may be an indicator of an account takeover or identity theft. After a financial institution suspects UI fraud and 
conducts due diligence, it determines that the customer does not have a history of living at, or being associated with, the address to which the UI check or UI debit 
card is sent, or within the geographical area in which the registered debit card is being used.



Title XII Advance Activities Schedule |   As of 05/03/22

25Source: Treasury Direct - https://www.treasurydirect.gov/govt/reports/tfmp/tfmp_advactivitiessched.htm

https://www.treasurydirect.gov/govt/reports/tfmp/tfmp_advactivitiessched.htm


Kansas UI Benefits Snapshot |   Most Recent 4 Weeks
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Week Ending 11/16/2019

was the last week Total KS Regular UI Benefits
was less than $2M



2021 KS Legislative Summary:  HB 2196
1. Kansas Unemployment Compensation Modernization and Improvement Council (UCMIC)
2. Modernization of Kansas Unemployment IT System
3. Employment Security Board of Review – Temporary Expansion through June 2024
4. Employment Security Tax Rate Table Changes
5. Online Annual KS Employer UI Tax Rate Summaries
6. Kansas UI Benefit Recipient Tax Liability Notices – With Determination Letter
7. Kansas UI Trust Fund Data Reporting on KDOL Website
8. My Re-Employment Plan & Work Skills Training Services
9. Work Refusal Reporting Provisions
10. State Unemployment Rate Thresholds tied to Number of Benefit Weeks
11. Disqualification for Fraudulent/Misleading Statements
12. Employer Account Protections & Payment Certification
13. Federal Relief Aid Transfers

a. $250M on 7/11/21
b. $250M (+/-) in 2022 Based on BKD Audit

14. Kansas UI Trust Fund Projections Report to Legislators – Annually through 2024
15. Federal UI Program Restrictions
16. Shared Work Program Modifications
17. KDOL/Kansas Law Enforcement Partnership – ID Verification
18. Additional Miscellaneous Provisions 27



Employers Can Report Job Seekers Who Refuse Job Offer

• Employers are in a very competitive market looking for employees with a 
2.5% unemployment rate

• Requirement to maintain eligibility for UI benefits:
• Perform three work search activities each week

• At least two weekly work search activities 
(application OR resume submissions)
• At least one other activity: 

• Additional job application(s)
• Attendance at job fairs
• Resume review courses
• Workforce Center services
• Browsing job posting websites, etc.

• Refusing work can disqualify individuals from unemployment insurance
• Employers should report ALL job refusals

28Source:  Employer Forms – https://www.dol.ks.gov/employers

https://www.dol.ks.gov/employers
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When/Who to Report? ALL Job Refusals Can be Reported

Source:  bit.ly/KSjobrefusal

http://bit.ly/KSjobrefusal


Unemployment Insurance Payment Accuracy by State
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**Washington State (see next slide):

Source: DOL: https://www.dol.gov/agencies/eta/unemployment-insurance-payment-accuracy/data

**

https://www.dol.gov/agencies/eta/unemployment-insurance-payment-accuracy/data


Unemployment Insurance Improper Payment Rates |  3Q20-1Q21

31Source: DOL: https://www.dol.gov/agencies/eta/unemployment-insurance-payment-accuracy/data

Est. Over Payments by Cause | 3Q20-1Q21

**

https://www.dol.gov/agencies/eta/unemployment-insurance-payment-accuracy/data


KDOL UCMIC Reporting Metrics
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Shared Work:

Job Refusal Determinations:

Fraud Case Status:

My Re-Employment Plan (Cumulative Totals):



KS UI Claims/Fraud Monitoring Continues
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1. Beginning the week of Jan. 10, 2022
• Public school districts
• Governmental entities
• Private business

2. Business Response
2. Friday, Jan. 21, 2022

• KDOL call with KS SHRM & KS Chamber
• KS SHRM UI Fraud Survey  | 5 Questions

• https://www.surveymonkey.com/r/2022UIFeedback

https://www.surveymonkey.com/r/2022UIFeedback


*Unofficial 2022 KS UI Fraud Survey Results
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57  |  37.01%

84  |  54.55%

13  |  8.44%



*Unofficial 2022 KS UI Fraud Survey Results
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84  |  56.00%

7  |  4.67%

63  |  42.00%

Current Employee

Never an Employee



*Unofficial 2022 KS UI Fraud Survey Results

36

76  |  50.33%

75  |  49.67%



*Unofficial 2022 KS UI Fraud Survey Results
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77 out of 83 reported new fraud claims 
occurring between 12/01/21 – 01/19/22

Industries Reporting:
Hospitality | Restaurants | Law Enforcement | Manufacturing | Welding & Fabrication | Municipality | 
Healthcare | Government | Food Service | Business Services | Finance/Banking | Non-Profit | Legal | 
Social Services | Public Accounting | Education | Insurance | Long-Term Care | Telecommunications | 
Ag Technology | Construction | Professional Member Association | Credit Union | Behavioral Health | 
Utilities | Wireless | Library | Hospital | Higher Education | Aircraft | Church | PEO | Recreation | 
Distribution | Trade School | Wholesale & Retail | Engineering



KS UI Claims/Fraud Monitoring Continues
U.S. Jobless Claims Rise to 3-Month High |  Week Endings 01/08/22 & 01/15/22

1. Week ending Jan. 15: 
• Initial claims increased by 127%: 225,000 --> 286,000

2. Week ending Jan. 8: 
• Continued claims increased by 4.6%: 1.635M vs. 1.563M expected

• 1.551M during prior week

38

Kansas Jobless Claims Spiking |  Week Endings 01/08/22 & 01/15/22

1. Week ending Jan. 15:
• Initial claims decreased by 13%: 3,636 --> 3,139 (still elevated)
• Continued claims decreased 12%: 6,738 --> 7,580 
• Internet claims increased 105%:  7,580 --> 7,980

• Accounted for 76.49% | Highest % of claims since 04/03/21

2. Week ending Jan. 8:
• Initial claims increased by 202%: 1,802 --> 3,636
• Continued claims increased 113%: 6,738 --> 7,580
• Internet claims increased 302%:  910 --> 2,744

• Accounted for 75.47%  |  Average for previous 6 months = 46.09%
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Total Kansas Initial Claims Four Week Summary  |  2018 – 2022 Comparison

KS UI Claims/Fraud Monitoring Continues
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Kansas Initial Claims by Industries  |  2022

KS UI Claims/Fraud Monitoring Continues
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Kansas Initial Claims by Industries  |  2021

KS UI Claims/Fraud Monitoring Continues
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Kansas Initial Claims by Industries  |  2020

KS UI Claims/Fraud Monitoring Continues
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Kansas Initial Claims by Industries  |  2019

KS UI Claims/Fraud Monitoring Continues
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Kansas Initial Claims by Industries  |  2018

KS UI Claims/Fraud Monitoring Continues



2022 KS Legislative Summary:  HB 2703

45

1. Technical clean up language
A. Fund Control Table B - Add minus signs/negative (“-”) inadvertently left off
B. Employer Tax Rate Tables – Truncate decimal places

2. My Re-Employment Plan 2.0 – Program Enhancements

3. U.S. DOL conformity concerns with language for Reimbursing Employers

4. Reengaged the SUTA Tax Credit Tables for CY2023
• Credit Table 8   | 13.16% credit/savings | Est. $52.5M projected savings – very likely
• Credit Table 9   | 15.79% credit/savings | Est. $63M projected savings – likely
• Credit Table 10 | 18.42% credit/savings | Est. $73.5M projected savings – long shot, but possible

5. Disability Employment Tax Credit bill added to HB 2703

Sub. HB 2703 was signed into law on April 25, 2022
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Unfortunately, we’re moving at the speed of government, which is very frustrating 
for us, and we know it’s very frustrating for Kansas businesses and claimants. 

We are working to address it as quickly THE SYSTEM allows, and we’re hopeful, 
before the end of the year, we have a better defined path forward.

The Kansas UCMIC |   Modernizations Effort was handcuffed by the Kelly Administration
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The KS Unemployment IT System Modernization Saga
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KS Unemployment IT System Modernization |   April 7, 2022
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• Last Meeting | October 25, 2021

• UCMIC Recommendation:  Reopen RFP for 30 days 
• No DICE

• Next Meeting | May 17, 2022

• KDOL Update
• KS Unemployment IT System Status
• BKD Security Audit Review

Next Steps for Kansas UCMIC…



KS UI Updates & Resources
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Kansas has seen a lot of changes to its Unemployment Insurance (UI) program through the years, but never as much in a single year as 
was in the long list of reforms passed in the 2021 Kansas legislative session. In working with Kansas Legislators to develop and pass 
Kansas UI Fraud Reform (HB 2196), Phil Hayes gained valuable insight he believes is essential for all businesses to be aware of. His goal is 
to provide information, tools and resources to Employers to enable them to better prevent and respond to UI Fraud.  

Updates last added on 04/08/22: https://www.the-arnold-group.com/ksuiupdate/

2020 – Present:  Kansas UI JourneyUI Fraud Resources & Kansas UI Information

https://www.the-arnold-group.com/ksuiupdate/


Questions / Comments?

Phil Hayes
316.619.7864

phayes@the-arnold-group.com
www.the-arnold-group.com
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mailto:phayes@the-arnold-group.com
http://www.the-arnold-group.com/

